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1.  PSYCKES documentation for Institutional Access is Completed; PSYCKES Workgroup is Established; Workgroup determines how hospital will use PSYCKES
Person
Responsible
Beginning
Date
Target
Date
Completion
Date
Notes
Hospital completes and returns to the PSYCKES Team the required documentation to obtain institutional access to PSYCKES (Confidentiality Agreement and PSYCKES Provider Contact Form).
Hospital establishes a PSYCKES workgroup that includes hospital leadership and medical director to champion the project, PSYCKES point person(s) to oversee the project, BHO liaison to coordinate activities with the BHO, quality manager to coordinate utilization review, training staff to coordinate/conduct training, staff to manage consent processes required to view client-level data in PSYCKES, and clinical staff who will use PSYCKES data.
Workgroup assesses the potential uses of PSYCKES to determine how PSYCKES will be used, who will use it, and how PSYCKES will be integrated into the workflow in different settings.  E.g., (1) using PSYCKES as a clinical tool to promote the use of client-level data by clinical staff to support clinical reviews, treatment planning, care coordination and discharge planning; (2) using PSYCKES as a utilization review tool to support coordination with the BHO.  
Guidelines:  Best Practices for Psychiatric Services and Clinical Knowledge Enhancement System (PSYCKES) Implementation  in a Behavioral Health Inpatient Provider Setting
P l a n
2.  Protocol for Granting Users Access to PSYCKES is Followed
Person
Responsible
Beginning
Date
Target
Date
Completion
Date
Notes
Registration in OMH Security Management System (SMS) is completed (Confidentiality & Non-Disclosure Agreement (CNDA) is electronically signed).
One or more persons has been designated as Security Manager(s) and trained on using Security Management System (SMS).
Workgroup determines the staff requiring PSYCKES access and the staff responsible for using PSYCKES consent module.  Enrollment data from users is obtained by a designated person(s) in workgroup and is passed to Security Manager (SM).  SM creates users in SMS and assigns correct PSYCKES access.  SM receives tokens from OMH, activates tokens before distributing them to users.
3.  Policies and Procedures for PSYCKES Use Have Been Developed and Approved
Person
Responsible
Beginning
Date
Target
Date
Completion
Date
Notes
PSYCKES-specific policies and procedures are developed to support the PSYCKES usage plan as established by the workgroup.  These policies and procedures have been documented and have the necessary administrative approvals; proposed workflow is documented and endorsed by departments involved.
PSYCKES Forms (PSYCKES Consent and Clinical Summary) are approved for inclusion in charts; internal forms and checklists are revised as needed to incorporate PSYCKES procedures.
P r e p a r e
7: A Plan Has Been Developed for Sustaining Practices
Person
Responsible
Beginning
Date
Target
Date
Completion
Date
Notes
Procedures are in place for ongoing auditing of PSYCKES and Consent Module use, and ongoing supervision/support of PSYCKES users.
Procedures are in place for providing PSYCKES access and relevant training to new staff, and deactivitating tokens of departing staff.
Procedures are in place to monitor the PSYCKES usage plan and consider modifying/expanding the use of PSYCKES, if appropriate.
4:  Computers Have Been Prepared for PSYCKES Use
Person
Responsible
Beginning
Date
Target
Date
Completion
Date
Notes
Identify the computers that will be used for PSYCKES.  Ensure that all have internet access, compatible browsers, and PDF readers installed.  Install shortcut to www.psyckes.org on all relevant computers and/or on desktops of all PSYCKES users.
5: Designated staff are trained in PSYCKES use, Consent Module use, Policies and Procedures, Confidentiality
Person
Responsible
Beginning
Date
Target
Date
Completion
Date
Notes
Designated staff are trained in PSYCKES use, PSYCKES-related workflow and documentation, and privacy and information security procedures.  
6: PSYCKES Application and established procedures are put into practice
Person
Responsible
Beginning
Date
Target
Date
Completion
Date
Notes
Staff begin using PSYCKES in accordance with the PSYCKES usage plans established by the workgroup.
Workgroup monitors operations, identifies any challenges/barriers, and adapts/modifies procedures as needed.
S u s t a i n
P u t   i n  t o   U s e
P r e p a r e
9.0.0.2.20101008.1.734229
	Person-Responsible: 
	Cell3: 
	Cell4: 
	Cell5: 
	Cell6: 
	This will print the form with the information you have entered.: 
	This will remove any data you have entered into the form.: 



